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How to Keep Your Devices Safe (Even in Public)

3 quick tips to protect your phone, laptop, and privacy — anywhere you go.

. Don‘t Use Public Wi-Fi (It's Not Safe!)

WHY
Public Wi-Fi may seem convenient, but it can be dangerous. Anyone
nearby could watch what you're doing or steal your info.

RISKS
» Hackers can see your logins, emails, or credit card info
» Fake Wi-Fi networks might look real — but steal your data
 Your device could get malware just by connecting

BETTER OPTION
Use your phone’s personal hotspot or a VPN.

a Use a VPN When You're Not on Trusted Wi-Fi

WHAT'S A VPN?
A VPN (Virtual Private Network) hides your online activity from
hackers and even your internet provider.

HOW IT HELPS >
« Scrambles your internet activity
 Hides your location
+ Keeps data private — even on public Wi-Fi

TIP
Look for a VPN with good reviews and “no logging” policies.

a Turn Off Bluetooth & Wi-Fi When You Don’t Need Them

WHY
If Bluetooth is on, your phone is always looking for devices to connect Settings

with — even ones you don't trust.

WHAT COULD HAPPEN
« Hackers might send malware or steal data
+ Stores and apps can track where you go
* Your battery drains faster

QUICK FIX
Swipe down and toggle off Bluetooth and Wi-Fi when not in use.

FINAL TIP

NEXT TIME YOU LEAVE HOME, TRY THIS CHECKLIST
* VPN ON
 Hotspot instead of public Wi-Fi

» Bluetooth OFF
- Screen brightness down (harder to “shoulder surf”)

You're now harder to track — and safer from attacks!




